Centos 7.7安装RabbitMQ3.8和ELK\_7.6

# 一. 安装所需软件列表

|  |
| --- |
| #将压缩包文件上传到CentOS的/opt目录下  erlang-22.3.2-1.el6.x86\_64.rpm  rabbitmq-server-3.8.3-1.el7.noarch.rpm  socat-1.7.3.2-2.el7.x86\_64.rpm  jdk-8u251-linux-x64.tar.gz  elasticsearch-7.6.2-x86\_64.rpm  kibana-7.6.2-x86\_64.rpm  logstash-7.6.2.rpm |

# 二. 安装RabbitMQ

## 2.1安装erlang

|  |
| --- |
| rpm -ivh erlang-22.3.2-1.el6.x86\_64.rpm  安装结果  warning: erlang-22.3.2-1.el6.x86\_64.rpm: Header V4 RSA/SHA1 Signature, key ID 6026dfca: NOKEY  Preparing... ################################# [100%]  Updating / installing...  1:erlang-22.3.2-1.el6 ################################# [100%] |

## 2.2安装socat

|  |
| --- |
| rpm -ivh socat-1.7.3.2-2.el7.x86\_64.rpm  安装结果  Preparing... ################################# [100%]  Updating / installing...  1:socat-1.7.3.2-2.el7 ################################# [100%] |

## 2.3安装RabbitMQ

|  |
| --- |
| rpm -ivh rabbitmq-server-3.8.3-1.el7.noarch.rpm  安装结果  warning: rabbitmq-server-3.8.3-1.el7.noarch.rpm: Header V4 RSA/SHA256 Signature, key ID 6026dfca: NOKEY  Preparing... ################################# [100%]  Updating / installing...  1:rabbitmq-server-3.8.3-1.el7 ################################# [100%] |

## 2.4防火墙放行RabbitMQ端口

|  |
| --- |
| # 放行端口  firewall-cmd --zone=public --add-port=15672/tcp --permanent  # 更新规则  firewall-cmd --reload  # 验证  firewall-cmd --query-port=15672/tcp  说明：  –zone 作用域  –add-port=15672/tcp 添加端口，格式为：端口/通讯协议  –permanent #永久生效，没有此参数重启后失效 |

## 2.5启动RabbitMQ

|  |
| --- |
| # 放行端口  firewall-cmd --zone=public --add-port=15672/tcp --permanent  # 更新规则  firewall-cmd --reload  # 验证  firewall-cmd --query-port=15672/tcp  说明：  –zone 作用域  –add-port=15672/tcp 添加端口，格式为：端口/通讯协议  –permanent #永久生效，没有此参数重启后失效 |

### 2.5.1 启动

|  |
| --- |
| systemctl start rabbitmq-server |

### 2.5.2 配置rabbitmq管理账户

|  |
| --- |
| rabbitmqctl add\_user springcloud admin  结果如下：  Adding user "springcloud" ... |

### 2.5.3 执行命令 rabbitmqctl set\_user\_tags springcloudadministrator，设置springcloud为管理员权限

|  |
| --- |
| rabbitmqctl set\_user\_tags springcloud administrator  结果如下：  Setting tags for user "springcloud" to [administrator] ... |

### 2.5.4 执行命令 rabbitmq-plugins enable rabbitmq\_management，打开rabbitmq web管理

|  |
| --- |
| rabbitmq-plugins enable rabbitmq\_management  结果如下：  Enabling plugins on node rabbit@localhost:  rabbitmq\_management  The following plugins have been configured:  rabbitmq\_management  rabbitmq\_management\_agent  rabbitmq\_web\_dispatch  Applying plugin configuration to rabbit@localhost...  The following plugins have been enabled:  rabbitmq\_management  rabbitmq\_management\_agent  rabbitmq\_web\_dispatch  started 3 plugins. |

### 2.5.5 Chrome浏览器登陆管理端http://192.168.0.21:15672/，输入用户名和密码：

|  |
| --- |
|  |

|  |
| --- |
|  |

# 三、 安装JDK

## 3.1 解压

|  |
| --- |
| tar -zxvf jdk-8u251-linux-x64.tar.gz -C /usr/local  # 该软链接用于配置JAVA\_HOME  ln -s /usr/local/jdk1.8.0\_251/ /usr/local/jdk  # Logstash默认配置文件去 /usr/bin、/bin、/sbin、/usr/sbin，所以需要建立该软连接，若通过yum安装JDK则无需配置  ln -s /usr/local/jdk1.8.0\_251/bin/\* /bin |

## 3.2 配置环境

|  |
| --- |
| vi /etc/profile  #最后面添加以下配置文件  export JAVA\_HOME=/usr/local/jdk  export JRE\_HOME=$JAVA\_HOME/jre  export PATH=$PATH:$JAVA\_HOME/bin |

## 3.3 验证结果

|  |
| --- |
| source /etc/profile  java -version  #检查结果：  java version "1.8.0\_251"  Java(TM) SE Runtime Environment (build 1.8.0\_251-b08)  Java HotSpot(TM) 64-Bit Server VM (build 25.251-b08, mixed mode) |

# 四、 部署elasticsearch

## 4.1 rpm安装

|  |
| --- |
| cd /opt  rpm -ivh elasticsearch-7.6.2-x86\_64.rpm |

## 4.2 修改elasticsearch配置文件

### 4.2.1 vi /etc/elasticsearch/elasticsearch.yml

|  |
| --- |
| cd /etc/elasticsearch/  [root@localhost elasticsearch]# vi elasticsearch.yml  添加如下内容（也可以关闭并修改对应设置的注释）  node.name: node-1  path.data: /var/lib/elasticsearch  path.logs: /var/log/elasticsearch  network.host: 0.0.0.0  http.port: 9200  cluster.initial\_master\_nodes: ["node-1"]  http.cors.enabled: true  http.cors.allow-origin: "\*"  xpack.security.enabled: true  xpack.security.transport.ssl.enabled: true |

### 4.2.2 vi /etc/sysconfig/elasticsearch

|  |
| --- |
| JAVA\_HOME=/usr/local/jdk |

## 4.3 启动elasticsearch

|  |
| --- |
| systemctl start elasticsearch |

## 4.4 检查启动情况

### 4.4.1 查看启动状态

|  |
| --- |
| systemctl status elasticsearch    内容如下：  ● elasticsearch.service - Elasticsearch  Loaded: loaded (/usr/lib/systemd/system/elasticsearch.service; disabled; vendor preset: disabled)  Active: active (running) since Wed 2020-04-22 11:44:00 CST; 24s ago  Docs: http://www.elastic.co  Main PID: 17442 (java)  CGroup: /system.slice/elasticsearch.service  ├─17442 /usr/local/jdk/bin/java -Des.networkaddress.cache.ttl=60 -Des.networkaddress.cache.negative.ttl=10 -XX:+AlwaysPreTouch -Xss1m -Djava.awt.headless=true -Df...  └─17519 /usr/share/elasticsearch/modules/x-pack-ml/platform/linux-x86\_64/bin/controller  Apr 22 11:43:47 localhost.localdomain systemd[1]: Starting Elasticsearch...  Apr 22 11:43:47 localhost.localdomain elasticsearch[17442]: future versions of Elasticsearch will require Java 11; your Java version from [/usr/local/jdk1.8.0\_251/j...quirement  Apr 22 11:44:00 localhost.localdomain systemd[1]: Started Elasticsearch.  Hint: Some lines were ellipsized, use -l to show in full. |

### 4.4.2 查看启动日志

|  |
| --- |
| cd /var/log/elasticsearch/  tail -f elasticsearch.log  内容如下：  [2020-04-22T12:58:25,611][INFO ][o.e.h.AbstractHttpServerTransport] [node-1] publish\_address {192.168.0.21:9200}, bound\_addresses {[::]:9200}  [2020-04-22T12:58:25,612][INFO ][o.e.n.Node ] [node-1] started  [2020-04-22T12:58:25,777][INFO ][o.e.l.LicenseService ] [node-1] license [ae42aa65-0097-48dc-b18b-5a43a86dbe7f] mode [basic] - valid  [2020-04-22T12:58:25,777][INFO ][o.e.x.s.s.SecurityStatusChangeListener] [node-1] Active license is now [BASIC]; Security is enabled  [2020-04-22T12:58:25,787][INFO ][o.e.g.GatewayService ] [node-1] recovered [0] indices into cluster\_state |

### 4.4.3 防火墙放行Elastic Search 9200端口

|  |
| --- |
| # 放行端口  firewall-cmd --zone=public --add-port=9200/tcp --permanent  # 更新规则  firewall-cmd --reload  # 验证  firewall-cmd --query-port=9200/tcp  说明：  –zone 作用域  –add-port=9200/tcp 添加端口，格式为：端口/通讯协议  –permanent #永久生效，没有此参数重启后失效 |

### 4.4.4 设置用户名和密码

|  |
| --- |
| cd /usr/share/elasticsearch/bin/  ./elasticsearch-setup-passwords interactive  future versions of Elasticsearch will require Java 11; your Java version from [/usr/local/jdk1.8.0\_251/jre] does not meet this requirement  Initiating the setup of passwords for reserved users elastic,apm\_system,kibana,logstash\_system,beats\_system,remote\_monitoring\_user.  You will be prompted to enter passwords as the process progresses.  Please confirm that you would like to continue [y/N]y  输入需要设置的密码，密码需要全部设置：  Enter password for [elastic]:  Reenter password for [elastic]:  Enter password for [elastic]:  Reenter password for [elastic]:  Enter password for [apm\_system]:  Reenter password for [apm\_system]:  Enter password for [kibana]:  Reenter password for [kibana]:  Enter password for [logstash\_system]:  Reenter password for [logstash\_system]:  Enter password for [beats\_system]:  Reenter password for [beats\_system]:  Enter password for [remote\_monitoring\_user]:  Reenter password for [remote\_monitoring\_user]:  Changed password for user [apm\_system]  Changed password for user [kibana]  Changed password for user [logstash\_system]  Changed password for user [beats\_system]  Changed password for user [remote\_monitoring\_user]  Changed password for user [elastic] |

### 4.4.5 登录测试打开浏览器访问：http://192.168.0.21:9200，IP和端口是虚拟的地址，返回如下地址表示访问成功；

|  |
| --- |
| cd /usr/share/elasticsearch/bin/  ./elasticsearch-setup-passwords interactive  future versions of Elasticsearch will require Java 11; your Java version from [/usr/local/jdk1.8.0\_251/jre] does not meet this requirement  Initiating the setup of passwords for reserved users elastic,apm\_system,kibana,logstash\_system,beats\_system,remote\_monitoring\_user.  You will be prompted to enter passwords as the process progresses.  Please confirm that you would like to continue [y/N]y  输入需要设置的密码，密码需要全部设置：  Enter password for [elastic]:  Reenter password for [elastic]:  Enter password for [elastic]:  Reenter password for [elastic]:  Enter password for [apm\_system]:  Reenter password for [apm\_system]:  Enter password for [kibana]:  Reenter password for [kibana]:  Enter password for [logstash\_system]:  Reenter password for [logstash\_system]:  Enter password for [beats\_system]:  Reenter password for [beats\_system]:  Enter password for [remote\_monitoring\_user]:  Reenter password for [remote\_monitoring\_user]:  Changed password for user [apm\_system]  Changed password for user [kibana]  Changed password for user [logstash\_system]  Changed password for user [beats\_system]  Changed password for user [remote\_monitoring\_user]  Changed password for user [elastic] |

### 4.4.6 Chrome浏览器安装Elastic Search Head 插件

(1) Elastic Search Head是监控Elastic Search状态的插件，打开电脑上Chrome浏览器的扩展程序页面

|  |
| --- |
|  |

(2) 将安装包中的“chrome-extention-elastic-search-head-0.1.5.crx”，拖动到Chrome扩展程序页面，选择“添加扩展程序，

|  |
| --- |
|  |

(3)安装成功后会在Chrome扩展程序栏看到 Elastic Search Head的图标"![](data:image/png;base64,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)"，点击图标，出现如下页面

|  |
| --- |
|  |

(4) 输入虚拟机IP和端口如http://192.168.0.21:9200，然后点击连接按钮，并输入用户名elastic，密码是步骤4.3所设置的密码，可以看到当前Elastic Searchd的状态：

|  |
| --- |
|  |

# 五、 部署kibana

## 5.1 rpm安装

|  |
| --- |
| cd /opt  rpm -ivh kibana-7.6.2-x86\_64.rpm  安装结果  warning: kibana-7.6.2-x86\_64.rpm: Header V4 RSA/SHA512 Signature, key ID d88e42b4: NOKEY  Preparing... ################################# [100%]  Updating / installing...  1:kibana-7.6.2-1 ################################# [100%] |

## 5.2 修改配置文件

|  |
| --- |
| [root@localhost bin]# vi /etc/kibana/kibana.yml  添加如下内容（也可以关闭并修改对应设置的注释），Elastic Search用户名和密码按步骤4.3设置  server.port: 5601  server.host: "0"  xpack.monitoring.ui.container.elasticsearch.enabled: true  # 设置Kibana界面为中文  i18n.locale: "zh-CN"  ## X-Pack security credentials  elasticsearch.username: elastic  elasticsearch.password: elk654123 |

## 5.3 防火墙放行Kibana 5601端口

|  |
| --- |
| # 放行端口  firewall-cmd --zone=public --add-port=5601/tcp --permanent  # 更新规则  firewall-cmd --reload  # 验证  firewall-cmd --query-port=5601/tcp  说明：  –zone 作用域  –add-port=9200/tcp 添加端口，格式为：端口/通讯协议  –permanent #永久生效，没有此参数重启后失效 |

## 5.4 启动kibana

|  |
| --- |
| systemctl start kibana |

## 5.5 访问测试(默认端口为5601)

在Chrome浏览器中输入http://192.168.0.21:5601/，输入步骤4.3设置的Elastic Search用户名和密码

|  |
| --- |
|  |

# 六、部署logstash

## 6.1 rpm安装

|  |
| --- |
| cd /opt  rpm -ivh logstash-7.6.2.rpm  安装结果  warning: logstash-7.6.2.rpm: Header V4 RSA/SHA512 Signature, key ID d88e42b4: NOKEY  Preparing... ################################# [100%]  Updating / installing...  1:logstash-1:7.6.2-1 ################################# [100%]  Using provided startup.options file: /etc/logstash/startup.options  /usr/share/logstash/vendor/bundle/jruby/2.5.0/gems/pleaserun-0.0.30/lib/pleaserun/platform/base.rb:112:  warning: constant ::Fixnum is deprecated  Successfully created system startup script for Logstash |

## 6.2 修改和配置文件

|  |
| --- |
| mkdir -p /usr/share/logstash/config  cp /etc/logstash/log4j2.properties /usr/share/logstash/config  [root@localhost logstash]# vi /etc/logstash/logstash.yml  添加如下内容（也可以关闭并修改对应设置的注释），  node.name: logstash  path.data: /var/lib/logstash  path.config: /etc/logstash/conf.d  path.logs: /var/log/logstash |

## 6.3 编写Logstash配置文件logstash.conf

### 6.3.1 将安装包中的"logstash.conf"复制到在/etc/logstash/conf.d目录下

|  |
| --- |
| cp /opt/logstash.conf /etc/logstash/conf.d/ |

### 6.3.2 测试配置文件编写，正式环境需要移除该文件：

(1) 新建测试用的test.conf，内容如下，请修改elasticsearch的hosts，user，password内容：

|  |
| --- |
| input {  stdin {  }  }  output {  elasticsearch {  hosts =>["192.168.0.21:9200"]  index => "test-%{+YYYY.MM.dd}"  user => elastic  password => "elk654123"  }  stdout {  codec => rubydebug  }  } |

(2) 启动命令为 ：

|  |
| --- |
| /usr/share/logstash/bin/logstash -f /etc/logstash/conf.d/test.conf |

(3) 启动后在控制台输入"hello, elk"和"hi, logstash"：

|  |
| --- |
| hello, elk  {  "message" => "hello, elk",  "host" => "localhost.localdomain",  "@timestamp" => 2020-04-22T07:04:15.274Z,  "@version" => "1"  }  hi, logstash  {  "message" => "hi, logstash",  "host" => "localhost.localdomain",  "@timestamp" => 2020-04-22T07:04:25.761Z,  "@version" => "1"  } |

(4) 打开Kibana界面，如<http://192.168.0.21:5601/>，点击侧边栏的“Dicover”按钮，可以看到测试数据：

|  |
| --- |
|  |

(5) 在Kibana中创建索引:

|  |
| --- |
|  |

(6) 完成后点击侧边栏Discover，可以看到对应的数据 :

|  |
| --- |
|  |

### 6.3.3 正式环境的logstash.conf,  修改对应input插件中RabbitMQ的host，user，password以及output插件中Elastic Search的hosts，user和passwod ：

|  |
| --- |
| input {  rabbitmq {  host => "your rabbitmq host"  port => 5672  user => "your rabbitmq username"  password => "your rabbitmq password"  queue => "logDirectQueue"  durable=> true  codec => json  }  }  filter {  json {  source => "message" # 指定json格式字段，也就是message字段  remove\_field => "message" # message已被解析为各个字段，不再需要，所以删掉  }  }  output {  elasticsearch {  hosts => "your elasticsearch hosts"  user => "your elasticsearch username"  password => "your elasticsearch username"  index => "sdms\_log-%{+YYYY-MM-dd}" # 自定义索引名称  }  stdout {}  } |

## 6.4 启动运行

|  |
| --- |
| systemctl start logstash |